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Background

This presentation will guide users in setting up a host session in Host On-Demand (HOD) for mainframe
connections to use TLS-secured tn3270 connections on macOS or Linux.

Before you begin: If you do not already have HOD installed, follow the instructions to do so here.
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https://www.ibm.com/support/knowledgecenter/en/SSS9FA_12.0.0/com.ibm.hod.doc/doc/install/install.html

Setup a host session on HOD
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1. Start Host On-Demand.
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Setup a host session on HOD

2. Click Add Sessions create a new session
configuration.
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Setup a host session on HOD

3. Enter the “Destination Address” (the host name)
and the “Destination Port (the port number) for
your mainframe system. Choose Telnet = TLS as
the protocol.
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Setup a host session on HOD

4. Click on the “TLS/SSL” tab in the lefthand
navigator.
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Setup a host session on HOD

5. Check the following items:

« Make sure that the “Use JSSE” is selected
(checked).

« Make sure that “TLS Version” is set to TLS v1.2.

« Make sure that “Server Authentication” is not
selected.

« Make sure that “Send a Certificate” is not
selected.
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Setup a host session on HOD

5. Click OK.
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9. Your session is saved! You can now start it. Host On-Demand |
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Double-click an icon to start a session.
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https://en.wikipedia.org/wiki/File:Checkbox.svg
https://creativecommons.org/licenses/by-sa/3.0/
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